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The open nature of the wireless medium makes the wireless communication susceptible to eavesdropping attacks. In addition, fading and shadowing significantly degrade the performance of the communication system in the wireless networks. A versatile approach to circumvent the issues of eavesdropping attacks while exploiting the physical properties of the wireless channel is the so-called physical layer-security. In this work, we consider a model in which two legitimate users communicate in the presence of an eavesdropper. We investigate the performance of the wireless network at the physical layer that is subject to a variety of fading environments that may be modeled by the Rayleigh, Nakagami-m, and Generalized-K distributions, to mention a few. We use the secrecy outage probability (SOP) as the standard performance metrics to study the performance of the wireless networks. We propose two different approaches to compute the secrecy outage probability, and derive explicit expressions for the secrecy outage.
probability that allow us to characterize the performance of the wireless networks.

Specifically, we use a direct integration approach as well as a Taylor series base approach to evaluate the secrecy outage probability. Finally, we use computer simulations, based on MATLAB, to confirm the analytical results.
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CHAPTER 1: INTRODUCTION

1.1 Overview

Wireless communication networks play a critical role in the transmission of information and how communication is done in today’s world. Due to the high demand for information sharing and personal communication services (PCS), wireless networks will continue to widely expand in the field of communication. Several concerns on security and privacy have arisen in regards to wireless communication networks. Due to the broadcast nature of wireless networks, communications within these networks are susceptible to eavesdropping attacks [1]. The design and implementing of cryptographic algorithms are normally used to secure the information in the upper application layer of the wireless network using sophisticated encryption techniques. Common data encryption techniques include the Rivest-Shamir-Adleman (RSA) and Advanced Encryption Standard (AES) [2]. It has been shown that these encryption techniques are not uniquely adequate to provide perfect security in the communication channels [3]. In cases where the cryptographic design of the wireless systems fails, eavesdroppers can access the information in the network [67].

Over the last few decades, physical layer security has notably gained attention to overcome the challenges of privacy and security in the transmission over wireless channels. Several efforts have been made to solve the issues of privacy and security in wireless networks by strengthening the physical layer of the wireless network. A
versatile approach to study the security issues in wireless systems is the use of the notion of information-theoretic security (ITS) at the physical layer, which focuses on exploiting the characteristics and properties of the physical channel. The principle of information-theoretic security was first initiated by Shannon [4]. In his works, Shannon studied the condition to achieve perfect secrecy in discrete memoryless channel for reliable transmission over a wiretap channel. Other researchers have furthered the work of Shannon. For example, Wyner and Csiszar considered the broadcast wireless channel [5] while Korner, Leung, and Hellman studied the additive white Gaussian noise channel (AWGN) [6].

Unlike a wired network, wireless communication systems are susceptible to impairments such as multipath fading, shadowing, interferences, and noise. Several techniques may be used to improve the secrecy capacity of wireless communication systems. Among these techniques include the use of multiple antennas, cooperative relays, and multiple-input multiple-output (MIMO) and error control coding [7]- [8]- [9]. Our work focuses on the study of the physical layer to improve security over the wireless network, assuming that cryptographic protocols have already been established at the upper application layers.

1.2 Outage Probability

A performance measure that is commonly used to characterize a wireless communication system over fading channels is the outage probability (OP). Outage probability is defined as the probability that the desired instantaneous output signal falls below a pre-set threshold. In terms of the signal-to-noise ratio (SNR), the OP is the
probability that the instantaneous desired signal-to-interference plus noise ratio (SINR) falls below the threshold, ie.

\[ O_P = \int_0^{\gamma_{th}} f_\gamma (\gamma)d\gamma \]  

(1.1)

where \( f_\gamma (\gamma) \) is the probability density function of \( \gamma \). More explicitly, \( O_P \) is the cumulative distribution function (CDF) of \( \gamma \), evaluated at \( \gamma_{th} \).

### 1.3 Statement of the Problem

In wireless networks, the information between legitimate users can be overheard as long as the eavesdropper lies in the coverage area of the transmitter. Typically, the information security is addressed at the upper application layer using cryptographic techniques, while assuming that the physical layer has already provided an error-free-link. In the cryptographic approaches, information security is achieved by implementing complex algorithms such that is practically impossible for eavesdroppers to decode the message. Although cryptography provides secure communication, a limitation includes power-limitation in many wireless infrastructure network. In addition, in many complex wireless network structures, it is challenging to manage and implement higher layer key distribution to secure communication within the wireless networks. An approach to improve the reliability and enhance the security against eavesdropping attacks in a wireless environment is the so-called physical layer security. Unlike the cryptography that ignores the difference between the received signals at the receivers, physical layer security takes advantage of the physical characteristics of the wireless channel to avoid the eavesdropper from interfering with signal transmission to the desired destination. Due to the fading effect in such environments, the link performance evaluation depends
on many channel parameters. In this regard, several performance metrics are used to characterize the wireless channel; among these performance metrics include the secrecy capacity, the outage probability, and the secrecy outage probability.

1.4 Methods of Solution

In this work, we study the performance of wireless systems network over fading channels. We present two different approaches to compute the secrecy outage probability: Direct Integration approach and a Taylor Series approach. While the direct integration method may be used to compute the secrecy outage probability when the pdf of the signal-to-noise ratio (SNR) takes a simple form, the Taylor Series approach is new and constitutes the main contribution of our work.

1.5 Thesis Objective

The broadcast nature of wireless communications renders the transmitted signals susceptible to eavesdropping attacks, which poses serious concerns for privacy and security in wireless communications. An attractive approach has been the use of physical-layer techniques, which focus on the exploitation of physical properties (channel statistical properties) of the wireless channel such as fading, interference, and noise to guarantee both reliable and secure communication between legitimate users. As such, the performance of wireless communication systems over wireless channel depends on the fading environment, and parameters associated with the fading channel. The focus of this thesis is to study the reliability and physical layer security of wireless networks over fading channels using the secrecy outage probability as the principal performance metric.
1.6 Thesis Organization

In Chapter 2, we introduce the system model under consideration. Section 2.2 deals with the issues of physical layer security in wireless communications. In Section 2.3, we present the most common techniques used in the literature to solve the issues of security at the physical layer security in wireless system networks. The performance metrics are outlined in Section 2.4.

Chapter 3 covers the channel models. Section 3.1 briefly introduces the chapter. Section 3.2, Section 3.3, and Section 3.4 provide probability densities functions and their relationship with the study of fading channels due to impairments such as the effects of fading and shadowing. In Section 3.5, we present a more general fading channel: The G-function, to represent the fading channels.

In Chapter 4, we present the first approach, a Direct Integration method to evaluate the secrecy outage probability. In Section 4.1, we give an overview of the direct integration method. In Section 4.2, we express the secrecy outage probability in terms of the integration approach. In Section 4.3.1 and Section 4.3.2, we apply the integration method to compute the secrecy outage probability over some fading models, respectively the Rayleigh and Nakagami-m. In Section 4.3.3, we extend the integration approach to a more general fading environment: The Generalized-K distribution and we make use of the Meijer’s G-function. In Section 4.4, we provide an approximation for evaluating the SOP for the Generalized-K fading channel based on the integration method.

In Chapter 5, we discuss the Taylor Series approach to compute the secrecy outage probability. Section 5.1 offers an introduction to the Taylor Series approach. In
Sections 5.2-5.3, we apply the Taylor series to compute the secrecy outage probability for the Rayleigh and Nakagami-m fading channels. In Section 5.4, we expand the Taylor Series to G-function fading channels. We derive the nth-moment and the n-th derivative required to compute the secrecy outage probability for G-functions channel models, respectively, in 5.4.1 and 5.4.2. In Section 5.4.3, we use the Taylor series approach to compute the secrecy outage probability for the Generalized-K fading channel in terms of its G-function form.

In Chapter 6, numerical results for the secrecy outage probability are presented. Graphs for each method are presented, and analysis are done to validate the numerical results for each method.

In Chapter 7, we offer a summary, conclusion and future research directions.

In the appendix, we include some of our derivations used throughout this work. The reference includes the technical papers, textbooks, and other resources that were used in the completion of the thesis.
CHAPTER 2: SYSTEM MODELS

2.1 Introduction

In wired networks, the information transmitted between users is physically connected through cables. On the other hand, communication in wireless networks is done in open air with no actual physical connection between the users. Because of the open nature of the wireless medium, wireless transmission is prone to eavesdropping attacks, where unauthorized users can intercept the communication between legitimate users. Additional security issues in wireless networks come from impairments such as multipath fading, interference and path-loss, making the wireless medium susceptible to interception from eavesdroppers. The conventional approach to addressing security issues in wireless systems is the use of cryptographic techniques to prevent an eavesdropper from accessing the information among legal users [1]- [2]. Recently, an alternative solution, called physical layer security (PHY), emerged to improve security and combat eavesdropping attacks in wireless networks. The idea behind the physical layer approach is based on the notion of information-theoretic-security (ITS) introduced by Shannon [4], and it consists of exploiting the physical characteristics such as multipath fading, interference, and path loss associated with the wireless channel. In this chapter, we outline several physical layer issues and discuss some corresponding techniques used to enhance the physical layer for secure wireless transmission.
2.2 Physical Layer Security in Wireless Communication

Physical layer security was first introduced by Wyner [5] who presented in his work a general noisy wiretap channel. Wyner presented a discrete memoryless wiretap channel for secure communications in the presence of an eavesdropper as the basis to protect information at the physical layer. The wiretap channel considered by Wyner consisted of two legitimate users communicating in the presence of an eavesdropper [5]. In his works, Wyner elaborated on the notion of channel capacity to characterize the physical layer security of the channel. Wyner proved that the transmission of information is perfectly guaranteed when the channel capacity of the main link (from a legitimate transmitter to legitimate receiver) is higher than that the channel capacity of the eavesdropper (from transmitter to eavesdropper) [5].

We consider a generic wireless communication system that involves three nodes: the transmitter, the receiver, and the eavesdropper. A legitimate transmitter (Alice) communicates to a legitimate transmitter (Bob) while there is a third party (Eve) eavesdropping on the transmissions. Figure 2.1 depicts the model for the system.

![Figure 2.1: System Model](image)

The link between Alice and Bob is the main channel; and Eve attempts to decode the message from the signal it receives through the eavesdropper channel. This is an
example of a three-node network, where the transmission between Alice and Bob is being eavesdropped by a maliciously third-party, Eve. We assume that the source (Alice) directly communicates its signal to the destination (Bob) without relays in the main channel. The eavesdropper (Eve) attempts to access the signal transmission from the transmitter to the receiver.

The general problem of secure transmission over wireless systems, due to its open-broadcast nature in combination with fading effects, has given rise to a variety of studies aimed at improving the transmission security against eavesdropping attacks. Researchers have extended the work initiated by Wyner through the investigation of some practical fading channels. For example, the authors in [6] and [11] considered the issues of security when both the main and eavesdropper channel undergo Rayleigh fading. In [12] and [13], Rice and Nakagami-m fading channels were investigated, respectively.

Several communication schemes and techniques such as the exploitation of multiple antenna [12]-[17]-[50] and cooperative relays [11]-[18]-[19] are among the most common techniques used to enhance transmission security in wireless networks. The simplest communication scheme is when the users (transmitter, receivers, and eavesdropper) are all equipped with a single antenna (see Figure 2.2). This communication scheme is called single-input single-output single eavesdropper (SISOSE) in existing literature [13].
Figure 2.2: SISO System. All the users are equipped with a single antenna [17]

A second scenario is when the transmitter is equipped with a single antenna while the receiver is equipped with multiple antenna. This scenario is referred to as single-input multiple-output multiple-eavesdroppers (SIMOME) [14]. A third case involves the use of multiple antennas at the transmitter and a single antenna at the receiver. This scenario is referred to as multiple-input single-output multiple eavesdroppers (MISOME) [15]- [44]. The last scenario we consider is the multiple-input multiple-output setup which is widely used in many wireless networks. In a MIMO setup, each node in the network is equipped with multiple antennas [17].
Relaying is another technique that is widely used in physical layer security to improve the secrecy performance of wireless communications [18]-[19]-[34]. In a relaying setup, intermediate nodes are used to assist in the transmission of information from the source to the receiver. The authors of [19] have proved that user cooperation via relays can improve the reliability and throughput of wireless communications, and enhance the wireless security against eavesdropping attacks. In addition, the authors of [34] investigated the physical layer security in MIMO relay networks and showed that the
secrecy capacity considerably improves using MIMO relays. In Figure 2.4, we show a simple relay system and in Figure 2.5, we show a MIMO relay system.

Figure 2.4: Simple Relay System [22]

Figure 2.5 shows a cooperative wireless network in which a transmitter communicates to a receiver in the presence of an eavesdropper, and a number of relays are used in the transmission of the signal from the transmitter to the receiver. In this setup, the source first sends its information to the relays, and the relays process and forward their received signal to the destination. This type of relay protocol is called amplify-and-forward (AF) relay. In the AF protocol, a relay node amplifies and retransmits the received signal to the destination. Another type of relay protocol is the decode-and-forward relay (DF) in which the relay node first decodes the received signal before it retransmits the decoded signal to the destination node. The authors in [19] have shown that the security
performance of cooperative relay transmission considerably improves the physical-layer security against eavesdropping attacks. The secrecy performance of the cooperative decode-and-forward (DF) relaying networks was studied on [18]. The secrecy performance of the cooperative relaying networks with multiple amplify-and-forward (AF) relays was studied in [19].

Physical-layer security is commonly characterized by achievable secrecy rates. The secrecy capacity was defined as the maximum transmission rate between the legitimate parties with the eavesdropper unable to obtain any information [20]- [46]. Several authors, have contributed in the characterization of the physical layer security using several performance metrics such as the secrecy outage probability (SOP) [32], the
secrecy capacity, the probability of strictly positive, and the ergodic secrecy capacity.

Analytical results are available for the many common fading distributions such as Rayleigh, Nakagami-m, Rice, Log-normal, and Hoyt [36-41]. For their research, in [21-22], [45], closed-form expressions for the average capacity and outage probability over Rayleigh and Nakagami-m fading channels were studied, respectively. The secrecy performance over Rician and Nakagami-m fading channels were presented in [15]-[16]. Furthermore, several authors have shown that antenna selection can enhance the secrecy performance of wireless communications [22]-[23]. In a wireless system with multiple antennas at the transmitter, antenna selection can be used to exploit the fluctuation of fading channels among antennas. The effect of transmit antenna selection on the security of a multi-input single-output network was considered in [10]-[47]. Using the secrecy outage probability as performance metric, it has been shown that the transmit antenna selection can significantly improve the physical layer security. In addition, a multiple-input multi-output system was proposed in [16] to enhance the security of the wireless system. The performance of the system was given in terms of the secrecy outage probability. The authors in [14]-[57] investigated the impact of antenna correlation on secrecy performance of multiple-input multiple-output wiretap channels where the transmitter uses transmitter antenna selection while the receiver employs maximal-ratio combining with arbitrary correlation. In regards to relays, the authors in [23]-[34] explored the use of cooperative relays for improving the physical-layer security expressed in terms of the secrecy rate performance.
2.3 Evaluation of Secrecy Outage Probability

Secrecy capacity is defined as the difference between the capacities of the main channel (from source to destination) and the wiretap channel (from source to eavesdropper). Let the random variable $\gamma_D$ be the instantaneous received signal (SNR) at the desired receiver and $\gamma_E$ be the SNR of the eavesdropper. We assume that both the receiver and eavesdropper channels undergo similar and independent fading. We also assume that the random variables $\gamma_D$ and $\gamma_E$ have pdfs $f_{Y_D}(\gamma_D)$ and $f_{Y_E}(\gamma_E)$ respectively, and the corresponding CDF are given by $F_{Y_D}(\gamma_D)$ and $F_{Y_E}(\gamma_E)$.

The instantaneous channel capacity of the main link is given by:

$$C_D = \log_2(1 + \gamma_D)$$  \hspace{1cm} (2.1)

Then the corresponding channel capacity of the eavesdropper is given by:

$$C_E = \log_2(1 + \gamma_E)$$  \hspace{1cm} (2.2)

The instantaneous secrecy capacity is defined as:

$$C_S = \begin{cases} 
\log_2(1 + \gamma_D) - \log_2(1 + \gamma_E), & \text{if } \gamma_D > \gamma_E \\
0, & \text{if } \gamma_D \leq \gamma_E 
\end{cases}$$  \hspace{1cm} (2.3)

The secrecy outage probability (SOP) is defined as the probability that the instantaneous secrecy capacity falls below a predefined threshold. Mathematically, it can be expressed as:

$$P_O = Pr\{C_S < t\}$$

$$= Pr\{\log_2(1 + \gamma_D) - \log_2(1 + \gamma_E) \leq t\}$$
\[= \Pr \{ \log_2 \left( \frac{1 + \gamma_D}{1 + \gamma_E} \right) \leq t \} \]
\[= \Pr \{ \frac{1 + \gamma_D}{1 + \gamma_E} \leq 2^t \} \]
\[= \Pr \{ \gamma_D \leq (1 + \gamma_E)\theta - 1 \}, \quad \text{where } \theta = 2^t \]
\[= F_{\gamma_D}\{(1 + \gamma_E)\theta - 1 \} \]

\[P_O = \int_0^\infty F_{\gamma_D}(\theta \gamma_E + \theta - 1) f_{\gamma_E}(\gamma_E) d\gamma_E \quad (2.4)\]

Equation (2.4) is an important result that will be used throughout this work.
3.1 Introduction

The performance of wireless systems depends on using accurate statistical models to characterize the propagation channel. Depending on the environment, the propagation channel is susceptible to several physical problems such as path loss, interference, multipath and shadow fading. For example, in a typical communication system, the effects of fading cause the received signal to fluctuate rapidly around its mean. Models that describe the effects of multipath fading are known as short-term fading, whereas models that describe the effects of shadow fading are called long-term fading. In many real-world scenarios, the effects of both multipath and shadow fading are present in the system. Models that combine the effects of short and long term fading are known as composite fading models.

Furthermore, in the transmission of a signal, the direct propagation path between a transmitter and a receiver may not always be present. The transmission path between the transmitter and the receiver can be severely hindered by tall buildings, trees, mountains, and foliage; and the signal propagating in the wireless link results from scattering, diffraction, and reflection. These three propagation mechanisms affect the communication within the wireless medium.
Unlike a wired system that is stationary and predictable, wireless channels are random and require suitable statistical distributions to characterize the channel propagation. It is important to identify models that describe the physical problems at the background of multipath and shadow fading effects in order to comprehend and analyze the usefulness of wireless communication systems. In this chapter, we present models that are used to characterize the effects of multipath fading, shadowing and multipath/shadowing on wireless communication channel.

3.2 Multipath Fading

A signal passing through a medium encounters several obstacles such as tall buildings, trees or a train passing by that disturb the signal and cause the signal to undergo variations. Such variations include random delayed, reflection, scattering, and diffraction of the signal components. The signal that gets to the receiver is a combination of the variations of the transmitted signal coming from different directions. These
multiple versions of the transmitted signal that arrive at the receiver vary in phase and in amplitude. The phase difference occurs due to the fact that the signals have traveled different distances along different routes. Since the phases of the incoming signals change rapidly, the received signal amplitude experiences rapid fluctuations, and can be distorted or faded. In addition, the fluctuations caused by the signals occur rapidly over a short period or travel distance create rapid fluctuations at the receiver, and thus multipath fading is considered to be short-term fading. Because the signals that get to the receiver are random, the received power at the receiver is also random. Depending on the particular propagation environment, several models are used to describe the behavior of multipath fading. The most common distributions used to describe short term fading include the Rayleigh, Nakagami, Weibul models; and we discuss each of these distributions in the next section.

3.2.1 Rayleigh Fading

The Rayleigh fading model is one of the simplest and most commonly used distribution to model short term-fading. It is used to model multipath fading when there is no direct line of sight (LOS) between the transmitter and the receiver, and the resultant signal at the receiver will be the sum of all the reflected and scattered waves. The Rayleigh fading model is characterized by a single parameter. The pdf of the channel fading amplitude $\alpha$, in a Rayleigh fading environment is given by:

$$f_\alpha(\alpha) = \frac{2\alpha}{\Omega} \exp(-\alpha^2/\Omega), \quad \alpha \geq 0$$  \hspace{1cm} (3.1)

In the presence of fading, the amplitude of the received signal is attenuated by the fading amplitude $\alpha$, which is a random variable (RV) with mean–square value $\Omega$. The
probability density function depends on the propagation environment of the signal. The corresponding instantaneous SNR per bit and the average SNR per bit can be defined, respectively, by the following equations:

\[
\gamma = \alpha^2 \frac{E_b}{N_0} \quad (3.2)
\]

\[
\Omega = \alpha^2 \frac{E_b}{N_0} \quad (3.3)
\]

Since we are interested in conducting the performance analysis in terms of the average SNR, by making a change of variables in eq. (3.1), the pdf of the instantaneous SNR has the exponential pdf given by:

\[
f_\gamma(\gamma) = \frac{1}{\Omega} \exp\left(-\frac{\gamma}{\Omega}\right), \quad \gamma \geq 0 \quad (3.4)
\]

### 3.2.2 Nakagami

The Nakagami distribution is another common distribution that can be used to model the statistics of short term fading. The Rayleigh distribution does not provide a good fit to measured data in many practical fading environments. One limitation of the Rayleigh distribution is that its pdf of the power is a single parameter, which makes the model less flexible. The Rayleigh distribution is thus inadequate to model all fading conditions in some wireless channels, and researchers have introduced other models to describe fading effects that cannot be characterized by the Rayleigh fading channel model. The Nakagami-m fading model can be used to model fading conditions which are either more or less severe than Rayleigh fading distribution [24]; and it provides more accurate fit in many experimental tests than the Rayleigh distribution [25]- [53]. It has also been shown in several works that the Nakagami-m distribution provides the best fit...
to land-mobile [24-26] and indoor-mobile [27]-[54]. The amplitude of the received signal envelope, in a Nakagami-m fading environment, can be expressed as:

\[ f_\alpha(\alpha) = \frac{2^m m^m \alpha^{2m-1}}{\Omega^m \Gamma(m)} \exp \left( -\frac{m \alpha^2}{\Omega} \right), \alpha \geq 0 \] (3.5)

where \( \Gamma(c) = \int_0^{\infty} t^{c-1} e^{-t} dt \) is the well-known gamma function [48-49] and \( m \) is the Nakagami-m fading parameter which characterizes the fading severity and takes values in the interval from \( \frac{1}{2} \) to \( \infty \).

Unlike the Rayleigh distribution, the parameters in the Nakagami-m distribution can be tweaked to obtain other distributions used to model fading channels. In equation (3.5), by adjusting the fading parameter \( m \), other distributions are obtained from the Nakagami-m distribution. The Nakagami-m distribution reduces to the Rayleigh distribution when \( m = 1 \), and it equivalents to the one-sided Gaussian channel when \( m = 1/2 \) [65]. The corresponding pdf of the instantaneous power is distributed according to a gamma distribution given as:

\[ f_\gamma(\gamma) = \frac{m^m \gamma^{m-1}}{\Omega^m \Gamma(m)} \exp \left( -\frac{m \gamma}{\Omega} \right), \gamma \geq 0 \] (3.6)

### 3.2.3 Generalized-Gamma

The three-parameter Generalized Gamma (GG) distribution was first introduced by Stacy [62] as a generalization of the gamma distribution. Later on, Yacoub rewrote the GG distribution in a more compact form in terms of two parameters, which depend on the physical properties of the transmission medium [29]. Griffiths and McGeehan [59] then presented the GG distribution as a more general gamma distribution that can be used to model radio-wave propagation. In [58]-[61], the probability density function of the
received signal envelope, in a Generalized-Gamma fading environment, may be written in terms of three parameters. As such, the GG is flexible and is easy to mathematically manipulated. The parameters in the GG distribution can be varied to obtain other fading type distributions. These distributions include the gamma, Nakagami-m, exponential, Weibul, and Rayleigh distributions. The pdf of the envelope \( \alpha \) of the received signal in a GG fading environment is given by [31]:

\[
f_{\alpha}(\alpha) = \frac{2v \alpha^{2vm-1}}{\Gamma(m)\Omega^m} \exp\left(-\frac{m}{\Omega} \alpha^{2m}\right), \quad \alpha > 0, m > 0
\]

(3.7)

where \( m \) is the fading parameter, and \( v \) is the shape parameter. For example, when \( m = 1, v = 1 \), we obtain the Rayleigh distribution; the Nakagami-m is obtained when \( v = 1 \). Other special cases of the Generalized-Gamma distribution are the Weibull distribution for which is obtained when \( m = 1 \), and the lognormal distribution which is obtained when \( m \to \infty, v \to 0 \). The probability density function of the signal-to-noise-ratio for the GG is given by:

\[
f_{\gamma}(\gamma) = \frac{\nu \beta m \nu \omega^{vn-1} \exp\left(-\frac{\nu}{\omega} \gamma^{\nu}\right)}{\Gamma(m)\Omega^m
\]

(3.8)

In (3.8), the Nakagami-m fading distribution is obtained when \( v = 1 \), and we have \( \beta = m \).

3.3 Shadowing

In terrestrial and satellite land-mobile systems, the link quality of the receiver suffers from shadowing caused by slow variation associated with large scale environmental obstacles such as tall buildings, terrains, and trees. As such, the local mean power varies randomly from place to place within a specified geographical
location. Several studies in the literature based on empirical measurement have argued that the local mean power has a log-normal distribution in both indoor and outdoor environments [28] given by:

\[ f_\gamma(\gamma) = \frac{\zeta}{\sqrt{2\pi}\sigma_\gamma} \exp\left[\frac{(10\log_{10}\gamma - \mu)^2}{2\sigma^2}\right] \] (3.9)

where \( \zeta = 10/\ln 10 \) and \( \mu \) and \( \sigma \) are, respectively, the mean and the standard deviation of \( 10\log_{10}\gamma \), both expressed in dB units.

### 3.4 Composite

In many situations, a signal propagating in a wireless medium is subject to both short term-fading and long term-fading. Typically, this type of situation occurs in congested city areas with slow traffic and slow-moving pedestrians [23]. Due to the presence of multipath fading superimposed on log-normal shadowing, the average power of the received signal is random in a composite fading environment. Therefore, it is impractical for the receiver to average out the envelope fading due to multipath. As such, the receiver is to react to the instantaneous composite multipath/shadowed signal.

Two approaches are commonly used in the literature for modeling a composite distribution. One approach is to express the square envelope as a conditional density and integrating over the density of the condition. In the presence of both multipath and shadow fading, the composite pdf for the received signal power of two fading random distributions with respectively SNR \( \gamma_D \) and \( \gamma_E \) can mathematically be expressed as follows:

\[ f_{\gamma_D}(\gamma_D) = \int_0^\infty f_{\gamma_D|\gamma_E}(\gamma_D|\gamma_E) \ f_{\gamma_E}(\gamma_E)d\gamma_E \] (3.10)
where $f_{Y_D|Y_E}(\cdot|\cdot)$ is the conditional pdf for the received SNR power, given the average signal power $\gamma_D$ and $p_{Y_D}(\cdot)$ is the pdf of the average signal power.

Several models have been used in the literature to model the simultaneous effect of fading and shadowing on the received signal [63]. Among the well-known composite statistical models that are used to model multipath fading and shadowing include the Nakagami-Lognormal and the Rayleigh-log-normal (Suzuki) distributions [55]. Nevertheless, closed-form expressions do not exist for these distributions; and thus make it difficult to evaluate system performances with these distributions [56]. Other distributions such as the gamma distribution was proposed to model shadow fading because the gamma distribution is mathematically easy to handle as compared to both the Nakagami-Lognormal and the Suzuki distributions [56]. For example, the gamma distribution was proposed instead of the log-normal distribution to model shadow fading; and it was proved that the gamma distribution fits well the analytical and experimental data compared to the log-normal distribution [56]. Other classes distributions have derived from the gamma distribution and proven to be good fit for modeling shadow fading. These classes of distributions include the K-distribution, the Generalized-K distribution, and the General-Extended-K distribution.

### 3.4.1 Generalized-K Channel Fading Model

The Generalized-K (GK) distribution is used to model the effects of both fading and shadowing in wireless communication systems. The GK distribution is a general model with adjustable parameters; in which other fading distributions such as the K-
distribution is a special case [30] and the Rayleigh-Lognormal and Nakagami-Lognormal distributions are accurately approximated by the GK [25]. The probability density function of the received signal envelope, in a Generalized-K fading environment, is given by [33]:

$$f_{\alpha}(\alpha) = \frac{4a^{m+k-1}}{\Gamma(m)\Gamma(k)} \left( \frac{m}{\Omega} \right)^{\frac{k+m}{2}} K_{k-m} \left( 2 \left( \frac{m}{\Omega} \right)^{1/2} \alpha \right) \alpha \geq 0$$ (3.11)

Let $\beta = k + m - 1$ and $\omega = k - m$, then

$$f_{\alpha}(\alpha) = \frac{4m^{(\beta+1)/2}}{\Gamma(m)\Gamma(k)\Omega^{\beta+1}/2} \alpha^{\beta} K_{k-m} \left( 2 \left( \frac{m}{\Omega} \right)^{1/2} \alpha \right) \alpha \geq 0$$ (3.12)

where $k, m$ are the shaping parameters of the distribution. $K_{\nu}(.)$ is the $\nu$th order modified Bessel function of the second kind [48, eq. (8.407.1)]. The two parameters $m$ and $k$ can be adjusted in the Generalized-K distribution to obtain other fading distributions. For example, when $k \to \infty$, the Generalized-K approximates to the Nakagami-m distribution [22]. For $m = 1$, the Generalized-K corresponds with the K-distribution, and when $m \to \infty$ and $k \to \infty$, the Generalized-K approximates to the R-L fading condition [64]-[65]. The pdf of the SNR for the Generalized-K distribution is expressed in the following form:

$$f_{\gamma}(\gamma) = \frac{2}{\Gamma(m)\Gamma(k)} \left( \frac{km}{\Omega} \right)^{m+k/2} \gamma^{-k+m-1} K_{k-m} \left( 2 \sqrt{\frac{km\gamma}{\Omega}} \right), \gamma \in \{D, E\}$$ (3.13)

We note in eq. (3.13), for $m = 1$, the Generalized-K distribution reduces to the Suzuki distribution [25], which approximates accurately the Rayleigh-lognormal distribution.

Because of the modified Bessel functions present in eq. (3.13), it is very difficult to obtain closed-form expression in the evaluation of performance metrics when using eq.
(3.13). In [68-70], the authors have shown that the sum of independent (GK) can be approximated by another GK distribution. Therefore, the pdf of SNR of the Generalized-K can be expressed by [43]:

\[
f_{Y_i}(y) = \frac{\beta_i + 1}{\Gamma(m_i)\Gamma(k_i)} y^{\frac{\beta_i}{2} - 1} K_{m_i}(\sqrt{\Xi y^2}), \quad i \in \{D, E\}
\]

(3.14)

where \( m_i, i \in \{D, E\} \) and \( k_i \in \{D, E\} \) are the fading parameters of the random variables that model the main and eavesdropper channels, respectively, and \( \Xi = \frac{km}{\bar{y}} \).

3.5 G-Function Channels Fading Models

Most common distributions in wireless communication can be expressed in terms of the Meijer G-function [48]-[66]. The Meijer G-function is a very useful mathematical function that possesses some nice properties, and it is widely used in the performance evaluation of wireless networks. Meijer G-function can be computed in Wolfram or MATLAB via the Mupad function. We assume that the channel distributions can be expressed in terms of the Meijer G-function as follows:

\[
f_Y(y) = G_{p,q}^{m,n}(A y^{|a_p|}, b_q), \quad y \geq 0
\]

(3.15)

where \( G(\cdot) \) is the Meijer’s G-function and \( a_p \) and \( b_q \) are the parameters of the G-function.
CHAPTER 4: DIRECT INTEGRATION METHOD

4.1 Introduction

There is extensive literature on the use of the direct integration to evaluate the performance metrics such as the average secrecy capacity, the outage probability and the secrecy outage probability for wireless networks. The integration approach works well for channel models for which closed-form expressions for the performance metrics can be easily obtained such as the Rayleigh and Nakagami-m channels. In these cases, the integration approach is convenient and provides accurate results especially as those integrals do not carry much complexity in their evaluation. However, in many practical applications in wireless system networks, the fading environment is characterized by a complicated channel model other than the simple Rayleigh and Nakagami-m. More specifically, in generalized fading environments, the pdf of the SNR may not exist in simple and canonical form. Therefore, the computation of performance metrics requires the evaluation of several integrals which can be cumbersome. The direct integration presents some inconvenience for the generalized fading environments and the sophisticated diversity techniques; yet it is still a very useful tool for the analysis of performance of wireless networks. In this chapter we present the direct integration method to allow the computation of the secrecy outage probability for channel models in which the integration can be handled.
4.2 Direct Integration Based Approach

The secrecy outage probability was defined in Section 2.4 as:

\[ P_O = \int_0^\infty F_{Y_D}(\theta Y_D + \theta - 1) f_{Y_E}(Y_E) dY_E \]  

(4.1)

The integrant in the above expression is the product of two terms. Using integration by parts, we have:

\[ P_O = \int_0^\infty F_{Y_D}(\theta Y_E + \theta - 1) \frac{f_{Y_E}(Y_E)}{dY} dY_E \]

Let \( V = F_{Y_E}(Y_E) \), \( dU = \theta f_{Y_D}(\theta Y_E + \theta - 1) dY_E \), we obtain:

\[ P_O = F_{Y_D}(\theta Y_E + \theta - 1) F_{Y_E}(Y_E) \int_0^\infty \theta f_{Y_D}(\theta Y_E + \theta - 1) F_{Y_E}(Y_E) dY_E \]

\[ = 1 - \theta \int_0^\infty f_{Y_D}(\theta Y_E + \theta - 1) F_{Y_E}(Y_E) dY_E . \]  

(4.2)

4.3 Secrecy Outage Probability Using Integration Approach

In this section, we use the integration method to compute the secrecy outage probability for the Rayleigh, Nakagami-m, and the Generalized-K fading channels.

Equation (4.1) follows from the model depicted in Section 2.1, where the signal-to-noise ratio of the main and the eavesdropper channels are given respectively by \( \gamma_D \) and \( \gamma_E \).

From (4.1), the computation of the secrecy outage probability requires the CDF of the main channel and the pdf of the eavesdropper channel.

4.3.1 Rayleigh Fading Case

For the Rayleigh fading environment, the pdf of the received SNR is given in (3.4).

The corresponding cumulative distribution function (CDF) of the channel is given by:

\[ F_\gamma(\gamma) = 1 - \exp \left( -\frac{\gamma}{\Omega} \right) \]  

(4.3)
Substituting (3.4) and (4.3) in (4.1) gives:

\[ P_O = \int_0^\infty \left\{ 1 - \exp \left( -\frac{(\theta y_E + \theta - 1)}{\alpha_{y_D}} \right) \right\} \frac{1}{\alpha_{y_D}} \exp \left( -\frac{y_E}{\alpha_{y_D}} \right) dy_E \]

\[ = 1 - \frac{1}{\alpha_{y_D}} \exp \left( -\frac{\theta - 1}{\alpha_{y_D}} \right) \int_0^\infty \exp \left( -y_E \left[ \frac{\theta}{\alpha_{y_D}} + \frac{1}{\alpha_{y_D}} \right] \right) dy_E \]

\[ = 1 - \left( \frac{\alpha_{y_D}}{\alpha_{y_D} + \alpha_{y_D}} \right) \exp \left( -\frac{\theta - 1}{\alpha_{y_D}} \right). \quad (4.4) \]

### 4.3.2 Nakagami-m Fading Case

The pdf of the SNR in a Nakagami-m fading channel is given in (3.6). The corresponding CDF is given:

\[ F_Y(y) = \frac{1}{\Gamma(m)} G \left( m \frac{m}{\Omega} y \right) \quad (4.5) \]

where \( G(v, x) = \int_0^x t^{v-1} \exp(-t) \, dt \) is the lower incomplete gamma function [48]. It is important to note that when the Nakagami fading parameter \( m \) is an integer, the CDF may be expressed as:

\[ F_Y(y) = 1 - \exp \left( -\frac{my}{\Omega} \right) \sum_{k=0}^{m-1} \frac{\left( \frac{my}{\Omega} \right)^k}{k!} \quad (4.6) \]

Then, the secrecy outage probability is given by:

\[ P_O = \int_0^\infty F_{Y_D}(\theta y_E + \theta - 1) f_{Y_E}(y_E) dy_E \]

\[ = \frac{1}{\theta} \int_0^\infty F_{Y_D}(y_E + \theta - 1) f_{Y_E}(y_E/\theta) dy_E \]

\[ = 1 - \left( \frac{y_E}{\alpha_{Y_E}} \right)^{m_{Y_E}} \frac{1}{\Gamma(m_{Y_E})} \times \exp \left( -\frac{y_D}{\alpha_{Y_D}} (\theta - 1) \right) \sum_{k=0}^{m_{Y_D}-1} \frac{1}{k!} \left( \frac{y_D}{\alpha_{Y_D}} \right)^k \int_0^\infty \exp \left( -\frac{y_E}{\alpha_{Y_D}} + \frac{m_{Y_E}}{\alpha_{Y_E}} \right) (y_E + \theta - 1)^k y_E^{m_{Y_E}-1} dy_E \]
\[ P_O = 1 - \left( \frac{m_Y E}{\eta_Y} \right)^{m_Y E} \exp \left( -\frac{m_Y E}{\eta_Y} (\theta - 1) \right) \]
\[ \times \sum_{k=0}^{m_Y D} \frac{1}{k!} \left( \frac{m_Y E}{\eta_Y} \right)^k \sum_{l=0}^{k} \left( \frac{k}{l} \right) \frac{r^{(m_Y E + l)}}{r^{(m_Y E)}} \left( \frac{m_Y D + m_Y E}{\eta_Y} \right)^l \left( \theta - 1 \right)^k \cdot (4.7) \]

4.3.3 Generalized K-Fading Case

In the case of the Generalized-K fading channel, for simplicity, we will express the GK in terms of the Meijer G-function, defined in section (3.4), and then perform the integration. For the Generalized-K fading environment, the pdf of the received SNR, in terms of the Meijer G-function (See Appendix B for details) is given by:

\[ f_Y(\gamma) = \frac{\beta^{+1}_{E} \gamma^{\frac{\beta+1}{2}}}{\Gamma(m)\Gamma(k)} G_{2,2}^{0,0} \left( \gamma \left| \omega - \frac{\omega}{2} \right. \right) \] (4.8)

The corresponding CDF of the Generalized-K distribution is given by:

\[ F_Y(\gamma) = \frac{1}{\Gamma(m)\Gamma(k)} G_{1,2}^{2,0} \left( \gamma \left| \frac{\omega+\beta+1}{2}, \frac{\beta-\omega+1}{2}, 0 \right. \right) \] (4.9)

Substituting (4.8) and (4.9) by their respective expression in (4.1) gives:

\[ P_O = \frac{(\Xi_E)^{E+1}{E}}{(\Xi_D)^{E} E} \Gamma(E) \Gamma(E)^{-1} G_{2,0}^{0,0} \left( \frac{\omega}{2}, \frac{\omega}{2} \right) \]
\[ \times G_{1,2}^{2,0} \left( \Xi_D (\theta \gamma E + \theta - 1) \left| \frac{\omega_D + \theta_D + 1}{2}, \frac{\theta_D - \omega_D + 1}{2}, 0 \right. \right) \] (4.10)

Let \( t = \Xi_D \theta \gamma E \), \( dt = \Xi_D \theta d\gamma E \), \( \gamma E = \frac{t}{E \theta} \), we have:

\[ P_O = \frac{(\Xi_E)^{E+1}{E}}{(\Xi_D)^{E} E} \Gamma(E) \Gamma(E)^{-1} t G_{2,0}^{0,0} \left( \frac{\omega}{2}, \frac{\omega}{2} \right) \]
\[
\times \sum_{n=0}^{\infty} \frac{(-1)^n}{n!} \left( \frac{n - \beta E - 1}{E_D} \right)^n \times G_{3,3}^{4,4} \left( \frac{E_D}{E} \left| \begin{array}{cc}
\frac{1 - \beta E}{2}, & n - \frac{E_D + \beta D}{2}, \\
\frac{-E_D}{2}, & n - \frac{\beta E - 1}{2}, \\
\frac{-E_D}{2}, & n - \frac{\beta E + 1}{2}, \\
\frac{-E_D}{2}, & n - \frac{\beta E + 1}{2}, \\
\frac{\beta E - 1}{2}, & n - \frac{\beta E + 1}{2},
\end{array} \right. \right) \]

(4.12)

When \( \theta = 1 \), (4.12) reduces to:

\[
P_0 = \frac{1}{\Gamma(m_D)\Gamma(k_D)\Gamma(m_E)\Gamma(k_E)} G_{3,3}^{4,4} \left( \frac{E_D}{E} \left| \begin{array}{cc}
\frac{1 - \beta E}{2}, & -\frac{E_D + \beta D}{2}, \\
\frac{-E_D}{2}, & -\frac{\beta E + 1}{2}, \\
\frac{-E_D}{2}, & -\frac{\beta E + 1}{2}, \\
\frac{-E_D}{2}, & -\frac{\beta E + 1}{2}, \\
\frac{\beta E - 1}{2}, & -\frac{\beta E + 1}{2},
\end{array} \right. \right) \]

(4.13)

### 4.4 Approximation

In this section, we present an approximation of the direct integration method for the Generalized-K distribution. This approximation is based on the assumption that

\[
\frac{(1+x)}{(1+y)} \approx x/y; \text{ the authors in [72] - [73] used this approximation. In addition, the effect of approximation error can be ignored in the high SNR region. It holds that:}
\]

\[
\frac{1+SNR^D}{1+SNR^E} \approx \frac{SNR^D}{SNR^E}
\]

We have, based on the model described in Chapter 2:
\[ P_0 = Pr \left\{ \frac{1 + Y_D}{1 + Y_E} \leq 2^t \right\}, \quad \text{where} \quad \theta = 2^t \]

\[ \approx Pr \left\{ \frac{Y_D}{Y_E} \leq \theta \right\} \]

\[ = \int_0^\infty F_{\gamma_D}(\theta Y_E) f_{Y_E}(Y_E) dY_E \]  \hspace{1cm} (4.14)

\[ P_0 \equiv \frac{\beta_E + 1}{\Gamma(m_D)\Gamma(k_D)\Gamma(k_E)\Gamma(k_E)} \int_0^\infty Y_E^{\beta_E + 1} \frac{Y_E^{\beta_E + 1}}{2} \cdot 0, 2 \left( \frac{1}{\frac{\omega_E}{2} - \frac{-\omega_E}{2}} \right) 
\times G_{1,3}^{2,1} \left( \frac{\Omega_D Y_E}{\omega_D + \beta_D + 1}, \frac{1}{\frac{\beta_D - \omega_D + 1}{2}}, 0 \right) dY_E \]  \hspace{1cm} (4.15)

From [71, eq. (0.7.34.21.0011.01)], we have:

\[ P_0 \equiv \frac{1}{\Gamma(m_D)\Gamma(k_D)\Gamma(k_E)\Gamma(k_E)} G_{3,3}^{2,3} \left( \frac{\Omega_D \theta}{\Omega_E}, \Omega_D, \Omega_E \right) \]  \hspace{1cm} (4.16)
CHAPTER 5: TAYLOR SERIES APPROACH

5.1 Introduction

In the previous section we used the direct integration method to compute the secrecy outage probability. The direct integration method may present difficulties for systems that require evaluation of several integrals or expressions that involve series. Thus, the evaluation of the outage probability using the direct integration method can be cumbersome and tedious. An alternative approach to circumvent the computation of difficult integral is the use of the Taylor series approach, which is the main contribution of our work. Contrary to the direct integration method that works well for some restricted simple cases by finding the pdf of the random variables, the Taylor series-expansion approach is a general method that can be applied to any fading environment with arbitrary parameters.

5.2 Taylor Series

Taylor Series is broadly used in Mathematics; engineers have borrowed and used it in several fields of engineering. In many engineering applications, sometimes it is difficult to obtain exact results and approximations are just good enough in several cases. Taylor series is a very useful tool because it allows us to express a function as an infinite sum of terms. In this section, we present the Taylor Series expansion to compute the
secrecy outage probability for any arbitrary fading channels distribution. By definition, the Taylor series can be written in the following form:

\[ f(\gamma) = \sum_{n=0}^{\infty} \frac{f^{(n)}(a)}{n!} (\gamma - a)^n \]  \hspace{1cm} (5.1)

\[ f(\gamma + a) = \sum_{n=0}^{\infty} \frac{f^{(n)}(a)}{n!} \gamma^n \]  \hspace{1cm} (5.2)

where \( f^{(n)}(a) \) denotes the \( n \)th derivative of \( f \), evaluated at the point \( a \). Based on the system model that was defined in Section (2.2), the secrecy outage probability (SOP) was given in (2.2) by:

\[ P_O = \int_0^\infty F_{\gamma_E}(\theta \gamma_E + \theta - 1) f_{\gamma_E}(\gamma_E) d\gamma_E \]  \hspace{1cm} (5.3)

By applying (5.2), the expression for the secrecy outage probability in (5.3) becomes:

\[ F_{\gamma_E}(\theta \gamma_E + \theta - 1) = \sum_{n=0}^{\infty} \frac{[F_{\gamma_E}(\theta - 1)]}{n!} (\theta \gamma_E)^n \]  \hspace{1cm} (5.4)

By substituting (4.4) in the above equation, we obtain:
\[ P_O = \sum_{n=0}^{\infty} \frac{[F_{\gamma D}^{(n)}(\theta-1)] \theta^n}{n!} \int_0^\infty \gamma_E^n f_{\gamma E}(\gamma_E) d\gamma_E \]

\[ P_O = \sum_{n=0}^{\infty} \frac{[F_{\gamma D}^{(n)}(\theta-1)] \theta^n}{n!} E(\gamma_E^n) \quad (5.5) \]

Equation (5.5) is the main result to compute the secrecy outage probability for any arbitrary fading channel distributions of two random variables. From (5.5), to compute the secrecy outage probability, we only need to find the nth derivative of the CDF of the direct channel and the nth moment of the pdf of the eavesdropper channel. Additionally, (5.5) requires to evaluate the CDF at the zero order which is the CDF itself, and \((\theta - 1)^0\) and 0! are defined to be 1.

5.3 Application to Some Common Distributions

In this section, we compute the secrecy outage probability for two common fading distributions, respectively; the Rayleigh and Nakagami-m distributions.

5.3.1 Case 1: Rayleigh

By definition, for any arbitrary random variable \(\gamma\), the \(k\)-th moment is defined by:

\[ E(\gamma^k) = \int_0^\infty \gamma^k f(\gamma) d\gamma \quad (5.6) \]

Equation (4.5) requires the n-th moment of the distribution of \(\gamma_E\). We assume that both the main channel and eavesdropper channel undergo the same distribution; therefore, the eavesdropper channel is modeled by another Rayleigh distribution.

For a Rayleigh fading distribution with the pdf of the SNR is given in (3.4), the nth-moment is given by:

\[ E(\gamma_E^n) = \frac{1}{\Omega_{\gamma E}} \int_0^\infty \gamma_E^n \exp \left(-\frac{\gamma_E}{\Omega_{\gamma E}}\right) d\gamma_E = \left(\Omega_{\gamma E}\right)^n \quad (5.7) \]
The n-th derivative of the CDF of the Rayleigh distribution can be computed as:

\[
\frac{d^n}{d\gamma_D^n} \left( 1 - \exp \left( -\frac{\gamma_D}{\Omega_D} \right) \right) = \frac{(-1)^{n-1}}{\Omega_D^n} \exp \left( -\frac{\gamma_D}{\Omega_D} \right)
\]

(5.8)

Substituting (5.7) and (5.8) into (5.5), we have:

\[
P_O = \sum_{n=0}^{\infty} \frac{[F^{(n)}_{\gamma_D}(\theta-1)]\theta^n}{n!} E(\gamma_E^n)
\]

\[
= F_{\gamma_D}(\theta - 1) + \sum_{n=1}^{\infty} \frac{[F^{(n)}_{\gamma_D}(\theta-1)]\theta^n}{n!} E(\gamma_E^n)
\]

\[
= 1 - \exp \left( -\frac{\theta-1}{\Omega_D} \right) + \sum_{n=1}^{\infty} \frac{(-1)^{n-1}}{n!\Omega_D^n} \exp \left( -\frac{(\theta-1)}{\Omega_D} \right) (\Omega_E \theta)^n n!
\]

\[
= 1 - \exp \left( -\frac{\theta-1}{\Omega_D} \right) + \exp \left( -\frac{(\theta-1)}{\Omega_D} \right) \sum_{n=1}^{\infty} (-1)^n \frac{(\Omega_E \theta)^n}{n!}
\]

Making the change of variable \( k = n - 1 \), the result becomes:

\[
P_O = 1 - \exp \left( -\frac{\theta-1}{\Omega_D} \right) + \left( \frac{\Omega_E \theta}{\Omega_D} \right) \exp \left( -\frac{(\theta-1)}{\Omega_D} \right) \sum_{k=0}^{\infty} \left( -\frac{\Omega_E \theta}{\Omega_D} \right)^k
\]

\[
= 1 - \exp \left( -\frac{\theta-1}{\Omega_D} \right) + \left( \frac{\Omega_E \theta}{\Omega_D} \right) \exp \left( -\frac{(\theta-1)}{\Omega_D} \right) \frac{\Omega_D}{\Omega_E \theta + \Omega_D}
\]

\[
= 1 - \exp \left( -\frac{\theta-1}{\Omega_D} \right) + \left( \frac{\Omega_E \theta}{\Omega_D \theta + \Omega_D} \right) \exp \left( -\frac{(\theta-1)}{\Omega_D} \right)
\]

\[
P_O = 1 - \frac{\Omega_D}{\theta \Omega_E + \Omega_D} \exp \left( -\frac{(\theta-1)}{\Omega_D} \right).
\]

(5.9)

5.3.2 Nakagami-m

The pdf of the SNR at the eavesdropper is given as:

\[
f_{\gamma_E}(\gamma_E) = \left( \frac{m_{\gamma_E}}{\Omega_{\gamma_E}} \right)^{m_{\gamma_E}} \frac{\gamma_E^{m_{\gamma_E} - 1}}{\Gamma(m_{\gamma_E})} \exp \left( -\frac{m_{\gamma_E}}{\Omega_{\gamma_E}} \gamma_E \right) u(\gamma_E)
\]

(5.10)
with n-th moment given by:

\[
E(\gamma_E^n) = \frac{1}{\Gamma(m_{\gamma_E})} \left( \frac{m_{\gamma_E}}{\Omega_{\gamma_E}} \right)^{m_{\gamma_E}} \gamma_E^{m_{\gamma_E}+n-1} \exp \left( -\frac{m_{\gamma_E}}{\Omega_{\gamma_E}} \gamma_E \right) d\gamma_E \\
= \frac{1}{\Gamma(m_{\gamma_E})} \left( \frac{m_{\gamma_E}}{\Omega_{\gamma_E}} \right)^{m_{\gamma_E}} \frac{\Gamma(m_{\gamma_E}+n)}{\Gamma(m_{\gamma_E})} \left( \frac{\Omega_{\gamma_E}}{m_{\gamma_E}} \right)^n
\]

(5.11)

Putting (5.10) and (5.11) into (5.5), the SOP becomes:

\[
P_O = F_{\gamma_D}(\theta - 1) + \sum_{n=1}^{\infty} \frac{[r_{\gamma_D}(\theta - 1)]^n}{n!} E(\gamma_E^n) \\
= 1 - \sum_{k=0}^{m_{\gamma_D}-1} \frac{1}{k!} \left( \frac{m_{\gamma_D}}{\Omega_{\gamma_D}} (\theta - 1) \right)^k \exp \left( -\frac{m_{\gamma_D}}{\Omega_{\gamma_D}} (\theta - 1) \right) \\
+ \exp \left( -\frac{(\theta - 1)}{\Omega_{\gamma_D}} \right) \sum_{n=1}^{\infty} \frac{\Gamma(m_{\gamma_E}+n)}{n!\Gamma(m_{\gamma_E})} \left( \frac{\Omega_{\gamma_E}}{m_{\gamma_E}} \right)^n \frac{d^n}{d\gamma_E^n} \left\{ \frac{1}{\Gamma(m_{\gamma_D})} \gamma \left( m_{\gamma_D}, \frac{m_{\gamma_D}}{\Omega_{\gamma_D}} \gamma_D \right) \right\} \bigg|_{\gamma_D = \theta - 1}.
\]

(5.12)

5.4 Application to G-Fading Channels

In this section, we apply the Taylor series approach to the more general fading channel: The G-Fading channels. We proceed by finding the nth derivative and the nth moment for the G-fading channels with pdf given by:

\[
f_\gamma(\gamma) = A \gamma^{-1} G_{p,q}^{m,n} \left( B \gamma^v \gamma_p \gamma_q \right)
\]

(5.13)

5.4.1 Derivation of nth Derivative

The Meijer G-function is a special case of the Fox’s H-function for which the parameter \( a_p \) is unity in the definition of the H-function (See Appendix A for details).

We derive the nth-derivative here by starting with the H-function and then convert the H-function to the G-function. We start with
\[
\frac{a^n}{dy^n} \left[ H_{m,n}(a_p, (a_p, A_p)) \right] = y^{-n} H_{m,n}(0, (a_p, A_p)) + 1 \left[ (a_p, b_q, (b_q, B_q)) \right] = y^{-n} H_{m,n}(0, (a_p, B_q), (n, \sigma)) \tag{5.14}
\]

Let \( A_p = B_q = 1 \)

\[
\frac{a^n}{dy^n} \left[ H_{m,n}(a_p, (b_q, 1)) \right] = \frac{a^n}{dy^n} \left[ G_{m,n}(a_p, (b_q)) \right]
\]

\[
= y^{-n} H_{m,n}(0, (a_p, 1), (b_q, 1), (n, \sigma)) \tag{5.15}
\]

\[
= y^{-n} \frac{1}{2\pi j} \oint_C \frac{\Gamma(1-\sigma s) \prod_{k=1}^m \Gamma(b_k + s) \prod_{k=1}^n \Gamma(1-a_k - s) - \Gamma(1-n-s)}{\Gamma(1-n-s) \prod_{k=m+1}^n \Gamma(1-b_k - s) \prod_{k=n+1}^n \Gamma(a_k + s)} (ay^\sigma)^{-s} ds \tag{5.16}
\]

where we have used the definition of the \( H \)-function to obtain (5.16). Using the gamma multiplication formula \([48]\), we can write:

\[
\frac{\Gamma(1-\sigma s)}{\Gamma(1-n-s)} = \frac{\prod_{k=0}^{\sigma-1} \Gamma(s + \frac{k}{\sigma} \frac{1}{s+n-k})}{\prod_{k=0}^{\sigma-1} \Gamma(s + \frac{k}{\sigma} \frac{1}{s+n-k})} = \sigma^n \prod_{k=0}^{\sigma-1} \Gamma(s + \frac{k}{\sigma} \frac{1}{s+n-k}) = \sigma^n \prod_{k=0}^{\sigma-1} \Gamma(1-\sigma s + \frac{k}{\sigma} \frac{1}{s+n-k}) \tag{5.17}
\]

Note that:

\[
\frac{(\sigma-1-k)}{\sigma} \rightarrow \left( \frac{\sigma-1}{\sigma}, \frac{\sigma-2}{\sigma}, \frac{\sigma-3}{\sigma}, \ldots, \frac{1}{\sigma}, \frac{0}{\sigma} \right) \rightarrow \Delta(0, \sigma)
\]

\[
\frac{(\sigma-1+n-k)}{\sigma} \rightarrow \left( \frac{\sigma-1+n}{\sigma}, \frac{\sigma+n-2}{\sigma}, \frac{\sigma+n-3}{\sigma}, \ldots, \frac{n+1}{\sigma}, \frac{n}{\sigma} \right) \rightarrow \Delta(n, \sigma)
\]

The right hand side of (5.16) then becomes:

\[
\text{RHS} = y^{-n} \frac{1}{2\pi j} \oint_C \sigma^n \prod_{k=1}^n \Gamma(b_k + s) \prod_{k=1}^n \Gamma(1-a_k - s) \prod_{k=0}^{\sigma-1} \Gamma(1+n-k) \Gamma(a_k + s) \prod_{k=n+1}^n \Gamma(a_k + s) \prod_{k=0}^{\sigma-1} \Gamma(1-n+k - s) (ay^\sigma)^{-s} ds
\]
\[= \gamma^{-n} \frac{1}{2\pi j} \oint_C \sigma^n \frac{\prod_{j=1}^m \Gamma(b_k + s) \prod_{k=1}^n \Gamma(1 - a_k - s) \prod_{k=0}^{s-1} \Gamma\left(1 - \frac{\gamma - 1 - k - s}{\sigma}\right)}{\prod_{k=m+1}^p \Gamma(1 - b_k - s) \prod_{k=n+1}^q \Gamma(a_k + s) \prod_{k=0}^{s-1} \Gamma\left(1 - \frac{\gamma - 1 + n - k - s}{\sigma}\right)} (ay^\sigma)^{-s} ds.\]

Therefore, we have

\[\frac{d^k}{dy^k} \left[ G_{m,n}^{p,q} (ay^\sigma \left( \begin{pmatrix} b_p \\ b_q \end{pmatrix} \right)) = \gamma^{-n} G_{m,n}^{p,q} (ay^\sigma \Delta(0, \sigma), (b_p, b_q)) \right] (5.18)\]

5.4.2 Derivation of nth Moment

For the G-fading channel expressed in (5.13), the nth moment is defined as:

\[E(y^k) = \int_0^\infty A y^{k-1} G_{p,q}^{m,n} (BY^\nu | a_p) dy\]

Let \( t = y^\nu \), \( dt = v y^{\nu-1} dy \)

\[E(y^k) = \int_0^\infty A t^{k-1} G_{p,q}^{m,n} (B t^{1/\nu})^\nu (a_p) (b_q) dt \]

\[= \int_0^\infty A t^{k-1/\nu} G_{p,q}^{m,n} (B t) (a_p) (b_q) dt \]

\[= \int_0^\infty t^{k-1/\nu} v^{-1} G_{p,q}^{m,n} (B t) (a_p) (b_q) dt \]

\[= \frac{A}{v} \int_{-\infty}^\infty t^{k-1/\nu} G_{p,q}^{m,n} (B t) (a_p) (b_q) dt \]

\[E(y^k) = \frac{A}{v} \left[ \frac{\prod_{j=1}^m \Gamma(b_k + a_k) \prod_{k=1}^n \Gamma(1 - b_k - a_k)}{\prod_{k=m+1}^p \Gamma(b_k + a_k) \prod_{k=n+1}^q \Gamma(1 - b_k - a_k)} \right] \quad (5.19)\]
5.4.3 The Generalized-K fading Channel Case

Using the results found in (5.18) and (5.19), the nth derivative and the nth moment of the pdf of the Generalized-k (GK) fading channels are given as follow:

\[
\begin{align*}
&\frac{d^n}{dy_D^n} \left[ \frac{1}{\Gamma(m_D)\Gamma(k_D)} G_{2,1}^{1,3} \left( \begin{array}{c}
\frac{\omega_D+\beta_D+1}{2}, \frac{\beta_D-\omega_D+1}{2}, 0 \\
\end{array} \right) \left( Z_D \right) \right] \\
&= \frac{(Z_D)^{2n}}{\Gamma(m_D)\Gamma(k_D)} G_{2,2}^{2,4} \left( \begin{array}{c}
\frac{(\theta-1)\omega_D+\beta_D+1}{2}, -n, \frac{1-n}{2}, -n, -n, 0 \\
\end{array} \right) \tag{5.20}
\end{align*}
\]

\[
E(y^n_E) = \frac{(Z_E)^{\frac{\beta_E+1}{2}}}{\Gamma(m_E)\Gamma(k_E)} \int_0^\infty \frac{(\beta_E+\omega_E+1+n)^n}{\Gamma(m_E)\Gamma(k_E)(Z_E)^n} d\gamma_E \\
= \frac{(Z_E)^{\frac{\beta_E+\omega_E+1+n}{2}}}{\Gamma(m_E)\Gamma(k_E)(Z_E)^n} \tag{5.21}
\]

Replacing (5.20) and (5.21) into (5.5), we obtain:

\[
P_O = \frac{1}{\Gamma(m_D)\Gamma(k_D)\Gamma(m_E)\Gamma(k_E)\sum_{n=0}^{\infty}} \left( \frac{(Z_E)^2}{Z_E} \right)^n \frac{\Gamma(\frac{\beta_E+\omega_E+1+n}{2})}{n!} \sum_{n=0}^{\infty} \frac{\Gamma(\frac{\beta_E-\omega_E+1+n}{2})}{n!} \\
\times G_{2,4}^{2,2} \left( \begin{array}{c}
\frac{(\theta-1)\omega_D+\beta_D+1}{2}, \frac{0,1}{2}, \frac{\beta_D-\omega_D+1}{2}, 0, n \\
\end{array} \right). \tag{5.22}
\]
6.1 Introduction

In this chapter, we present some numerical results to illustrate the analysis and provide MATLAB results to validate our derivations for the secrecy outage probability. We compare the secrecy outage probability for three different fading channels, namely; the Rayleigh, Nakagami-m and the Generalized-K fading channels. For each fading distribution, the required system parameters were carefully chosen and varied to provide more insight about the performance of the fading channel model.

6.2 Rayleigh Fading

In this section, we present plots for the secrecy outage probability for the Rayleigh fading environment under different conditions. We provide several plots for the secrecy outage probability versus the average power ($\overline{y}_D$) and the average power ratio ($\lambda = \frac{\overline{y}_D}{\overline{y}_E}$) for the Rayleigh fading channel. We also provide plots for the secrecy outage probability for selected values of the average power at the eavesdropper ($\overline{y}_E$) under a fixed threshold value ($\theta = 2^\zeta$). Figures 6.1, 6.2, 6.3, and 6.4 illustrate that, the secrecy outage probability improves as the average power of the main channel increases. In addition, we observe that as the average power of the main link increases more than the average power of the eavesdropper’s link, the secrecy outage probability decreases. As the average power of the eavesdropper’s link increases, the secrecy outage probability increases as well. Figures 6.1, 6.2, 6.3 and 6.4 also show the relationship between
the secrecy outage probability with the threshold. It is seen that as the threshold increases, for selected values of $\frac{\bar{y}_D}{\bar{y}_E}$, the secrecy outage probability increases as well.

In Figures 6.5 and 6.6, we investigate the effect of the outage threshold on the secrecy outage probability. We plot the secrecy outage probability versus of the ratio of the average power of the direct link to the average power of the eavesdropper link (i.e., $\lambda = \frac{\bar{y}_D}{\bar{y}_E}$) under different values of the threshold. We observe that the secrecy outage probability for a lower $\theta$ outperforms that at a higher $\theta$. We also note that the SOP converges to zero as the average power increases asymptotically. In Figures 6.7 and 6.8, we plot the secrecy outage probability vs $\frac{\bar{y}_D}{\bar{y}_E}$, for fixed values of the threshold, respectively, for $\bar{y}_E = 5$ dB and $\bar{y}_E = 20$ dB. We observe that the SOP converges faster to zero when the average power at the eavesdropper channel is smaller, and specifically, the SOP converges faster for $\bar{y}_E = 5$ dB than for $\bar{y}_E = 20$ dB. From these plots, we conclude that the SOP improves as the average power ratio increases; that is, when as expected, the main channel is better than the eavesdropper channel.

6.3 Nakagami-m Fading

In this section, we provide several plots for the secrecy outage probability for the Nakagami-$m$ fading channel. We plot the secrecy outage probability versus $\frac{\bar{y}_D}{\bar{y}_E}$, for selected values of $\bar{y}_E$ under different values of the threshold. The first scenario we consider is when the fading parameter for both the main and eavesdropper channels suffer Rayleigh fading (i.e., $m_{\gamma_D} = m_{\gamma_E} = 1$). MATLAB simulations confirm the analytical results in equations (4.7) and (5.16), that the Nakagami-$m$ fading environment corresponds to the Rayleigh fading environment when the fading parameter is equal to 1. Figure 6.9 agrees with Figure 6.1 as expected. In the Nakagami-$m$ fading distribution, the parameter $m$ corresponds to the fading
severity and smaller values of $m$ implies more severe fading channel conditions. We consider cases where the Nakagami fading parameter of the main channel is larger than that of the eavesdropper channel. In Figures 6.10 and 6.11, we plot the SOP, respectively, for $(m_{y_D}, m_{y_E}) = (3,2)$ and $(4,2)$ for a fixed treshold of $\vartheta = 2^{0.5}$. We observe that the secrecy outage probability for lower $\nu_E$ values outperforms those for larger $\nu_E$ values. We also note that the SOP decreases as the average power at the main channel increases. We observe that the secrecy outage probability decreases as the fading parameter of the main link increases (that, as the quality of the main channel improves). For example, the secrecy outage probability for $(m_{y_D} = 4 , m_{y_E} = 2)$ is better than that for $(m_{y_D} = 3 , m_{y_E} = 2)$.

In Figures 6.12, we plot the secrecy outage probabililty when the fading parameter of the eavesdropper channel is larger than the fading parameter of the main channel, $(m_{y_D} = 2 , m_{y_E} = 4)$. We observe the same trend; the SOP performance improves as $\nu_E$ decreases. However, the performance of the wireless communication system deteriorates when $m_{y_D}$ is smaller than $m_{y_E}$.

Next we increase the treshold to $\vartheta = 2^1$ under similar conditions as in Figure 12 in Figures 6.13 and 6.14. We also observe that the SOP for smaller $\nu_E$ outperforms the ones for larger $\nu_E$. However, by comparing Figures 6.13 and 6.14 to Figures 6.10 and 6.11, we notice that the SOP increases as the treshold increases. It is clear that, as the treshold increases, that the performance of the wireless system deteriorates with increasing threshold values. We also notice that the average power gap between the plots decreases as the treshold increases. In Figure 6.15, we plot the SOP for $\vartheta = 2^1$ when the eavesdropper link is better than the main link, $(m_{y_D} = 2 , m_{y_E} = 4)$. The figure shows that the performance of the wireless communication system
deteriotes as the threshold increases, and also its performance degrades when there is more severe fading in the main link than the eavesdropper link. In Figures 6.16 and 6.17, we plot the SOP when both the main and eavesdropper channel undergo identical fading severity (i.e., \( m_{y_D} = m_{y_E} = 4 \)), respectively for \( \theta = 2^{0.5} \) and \( \theta = 2^{1.0} \). We observe that that the secrecy outage probability is smaller for the case when the threshold is smaller (\( \theta = 2^{0.5} \)). In conclusion, we observe that for both the Rayleigh and Nakagami-m fading channels, the SOP approaches a constant and converges to zero when the average SNR of the main link is asymptotically high.

### 6.4 Generalized-K Fading

We plot the secrecy outage probability versus \( \overline{y_D} \) for the Generalized-K fading distribution in Figures 6.18 and 6.19. From these figures, we see that the secrecy outage probability decreases as the average signal power of the main channel increases. In addition, we also notice that the security performance improves while decreasing the average power of the eavesdropper channel. Furthermore, we see that the secrecy outage probability decreases as the fading factors \( (k_d, k_E, m_D, m_E) \) of the GK channel increases. In Figure 6.20, we investigate the effect of the fading parameters on the performance of the wireless communication network. We observe that when the average power at the main link is better than the average power at the eavesdropper link, the secrecy outage probability decreases as the fading parameters increase.
Figure 6.1: Secrecy Outage Probability versus $\bar{\gamma}_D$, in a Rayleigh fading environment, for selected values of $\bar{\gamma}_E$ with $t = 0.1$ bits/s/Hz ($\theta = 2^{0.1}$).
Figure 6.2: Secrecy Outage Probability versus $\gamma_D$, in a Rayleigh fading environment, for selected values of $\gamma_E$ with $t = 0.75$ bits/s/Hz ($\theta = 2^{0.75}$).
Figure 6.3: Secrecy Outage Probability versus $\overline{\gamma}_D$, in a Rayleigh fading channel, for selected values of $\overline{\gamma}_E$ with $t = 1$bits/s/Hz ($\theta = 2^1$).
Figure 6.4: Secrecy Outage Probability versus $\gamma_D$, in a Rayleigh fading environment, for selected values of $\gamma_E$ with $t = 1.45$ bits/s/Hz ($\theta = 2^{1.45}$).
Figure 6.5: Secrecy Outage Probability, in a Rayleigh fading environment, in terms of the average power ratio for selected values of the threshold when the average power at the eavesdropper ($\bar{y}_E$) is 5 dB.
Figure 6.6: Secrecy Outage Probability, in a Rayleigh fading environment, in terms of the average power ratio while varying the threshold values when the average power at the eavesdropper ($\overline{Y_E}$) is 20 dB.
Figure 6.7: Secrecy Outage Probability, in a Rayleigh fading environment, in terms of the average power while varying the threshold values when the average power at the eavesdropper is 5 dB.
Figure 6.8: Secrecy Outage Probability, in a Rayleigh fading environment, in terms of the average power while varying the threshold values when the average power at the eavesdropper is 20 dB.
Figure 6.9: Secrecy Outage Probability versus $\bar{\gamma}_D$, in a Nakagami-$m$ fading environment, for selected values of $\bar{\gamma}_E$ with $t = 0.1$, bits/s/Hz ($\theta = 2^{0.1}$), $m_{\gamma_D} = m_{\gamma_E} = 1$. 
Figure 6.10: Secrecy Outage Probability versus $\overline{\gamma}_D$, in a Nakagami-m fading environment, for selected values of $\overline{\gamma}_E$, with $t = 0.5$ bits/s/Hz ($\theta = 2^{0.5}$) and the fading parameters $m_{\overline{\gamma}_D} = 3$, $m_{\overline{\gamma}_E} = 2$. 
Figure 6.11: Secrecy Outage Probability versus $\overline{\gamma_D}$, in a Nakagami-m fading environment, for selected values of $\overline{\gamma_E}$, with $t = 0.5$ bits/s/Hz ($\theta = 2^{0.5}$) and the fading parameters $m_{\gamma_D} = 4$, $m_{\gamma_E} = 2$. 
Figure 6.12: Secrecy Outage Probability versus $\overline{\gamma}_D$, in a Nakagami-m fading environment, for selected values of $\overline{\gamma}_E$, with $t = 0.5 \text{ bits/s/Hz}$ ($\theta = 2^{0.5}$) and the fading parameters $m_{\overline{\gamma}_D} = 2$, $m_{\overline{\gamma}_E} = 4$. 
Figure 6.13: Secrecy Outage Probability versus $\overline{Y}_D$, in a Nakagami-m fading environment, for selected values of $\overline{Y}_E$, with $t = 1$ bits/s/Hz ($\theta = 2^1$) and the fading parameters $m_{\gamma_D} = 3$, $m_{\gamma_E} = 2$. 
Figure 6.14: Secrecy Outage Probability versus $\overline{\gamma}_D$, in a Nakagami-m fading environment, for selected values of $\overline{\gamma}_E$, with $t = 1$ bits/s/Hz ($\theta = 2^1$) and the fading parameters $m_{\gamma_D} = 4$, $m_{\gamma_E} = 2$. 
Figure 6.15: Secrecy Outage Probability versus $\gamma_D$, in a Nakagami-m fading environment, for selected values of $\gamma_E$, with $t = 1$ bits/s/Hz ($\theta = 2^1$) and the fading parameters $m_{\gamma_D} = 2$, $m_{\gamma_E} = 4$. 
Figure 6.16: Secrecy Outage Probability versus $\overline{\gamma}_D$, in a Nakagami-m fading environment, for selected values of $\overline{\gamma}_E$, with $t = 0.5$ bits/s/Hz ($\theta = 2^{0.5}$) and the fading parameters $m_{\gamma_D} = \overline{m_{\gamma_E}} = 4$. 
Figure 6.17: Secrecy Outage Probability versus $\bar{\gamma}_D$, in a Nakagami-$m$ fading environment, for selected values of $\bar{\gamma}_E$, with $t = 1$ bits/s/Hz ($\theta = 2^1$) and the fading parameters $m_{\bar{\gamma}_D} = m_{\bar{\gamma}_E} = 4$. 
Figure 6.18: Secrecy Outage Probability versus $\gamma_D$, in a Generalized-K fading environment, for selected values of $\gamma_E$, with $t = 1 \text{ bits/s/Hz}$ ($\theta = 2^{1}$) and the fading parameters $m_D = m_E = 3$, $k_D = k_E = 4$. 

Figure 6.19: Secrecy Outage Probability versus $\bar{\gamma}_D$, in a Generalized-K fading environment, for selected values of $\bar{\gamma}_E$, with $t = 1$ bits/s/Hz ($\theta = 2^1$) and the fading parameters $m_D = m_E = 2$, $k_D = k_E = 4$. 
Figure 6.20: Secrecy Outage Probability versus $\bar{\gamma}_D$, in a Generalized-K fading environment, when the eavesdropper average power $\bar{\gamma}_E$ is 10 dB, with $t = 1 \text{ bits/s/Hz}$ ($\theta = 2^1$) while varying the fading parameters.
CHAPTER 7: SUMMARY AND CONCLUSIONS

7.1 Summary of Main Results

In this chapter, a summary of the main results obtained in this thesis for the secrecy outage probability for the Rayleigh, Nakagami-$m$, and the Generalized-K fading channels are presented. In Chapter 1, we started with a discussion of the issues in wireless system networks and introduced the so-called physical layer security in wireless networks, which was the motivation behind our work. In Chapter 2, we elaborated on the system model for wireless communications where two legitimate users communicate in the presence of a malicious third-party eavesdropping on the communication. We also presented in Chapter 2 several techniques that are applied at the physical layer to improve reliability and security of wireless networks. At the end of Chapter 2, we presented the secrecy outage probability as a performance metric to characterize the performance of the wireless channel. In chapter 3, we discussed the effects of fading and shadowing in wireless channels, and presented several techniques such as MIMO, relaying, and diversity combining that can be applied at the physical layer to improve security in wireless networks. In Chapter 4, we proposed the Direct Integration approach to evaluate the secrecy outage probability over the fading channels outlined in Chapter 3. The Direct Integration approach was used to evaluate the secrecy outage probability over three different fading channels. Firstly, we derived closed-form expression for the secrecy outage probability over the Rayleigh fading channel. Secondly, we used the direct
integration approach to evaluate the secrecy outage probability for Nakagami-m fading environment. To simplify the analysis, we restricted our analysis to the Nakagami fading channel with integer fading parameters, and we were able to obtain closed-form expression for the secrecy outage probability. Thirdly, we applied the direct integration method to a composite fading channel: the Generalized-K fading, which captures many other fading models as special cases. In this section, we expressed the Generalized-K in terms of the Meijer G-function presented in Chapter 3. We evaluated the secrecy outage probability for the Generalized-K by integrating its Meijer G-function form. For the Generalized-K fading environment, we provided an expression for the secrecy outage probability for the exact distribution and we also provided an expression for an approximation of the distribution. In Chapter 5, we discussed the Taylor series approach. We first introduced the Taylor series as general approach that can be used for any fading channel environment. We derived closed-form expressions for the secrecy outage probability using the Taylor series approach in a Rayleigh fading environment. We obtained closed-form expressions for the secrecy outage probability in a Rayleigh fading environment using the Taylor-series approach. We showed that the direct integration and Taylor series approaches yielded the same closed-form results in the Rayleigh fading channel. Secondly, we derived expression for the secrecy outage probability over the Nakagami-m fading channel. Using the Taylor series approach, we were not able to find closed-form expressions for the Nakagami-m fading environment. However, the expression found can be easily evaluated numerically. Thirdly, we used the Taylor series approach to evaluate the secrecy outage probability for the Generalized-K fading environment based on the Meijer G-function. Closed form-expressions for the secrecy
outage probability was derived for the Generalized-K fading channel. Extreme care was taken to ensure that the numerical computations in MATLAB were accurate since the series involved G-functions with alternating signs.

In Chapter 6, we presented the computer results using MATLAB. We provided plots for the secrecy outage probability for the Rayleigh, Nakagami-m, and the Generalized-K fading environments. For each fading environment, we provided several plots to illustrate the secrecy outage probability by varying the parameters associated with the fading models under different conditions. The analytical results match well with the MATLAB simulation results. The computer results show that the secrecy outage probability for a higher average power at the main channel outperform the ones for a lower average power at the eavesdropper channel for all three fading models discussed in this work.

7.2 Conclusion

The main contributions of this thesis may be summarized as follow:

1) We investigated the issue of physical layer security as an attractive approach to combatting eavesdropping in wireless networks by focusing on the exploitation of the physical characteristics of the fading channels.

2) We discussed the effects of fading and shadowing in wireless network, and described several distributions that can be used to model the effects of fading and shadowing in practical scenarios.
3) We derived closed-form expressions for the secrecy outage probability using the direct integration method for the Rayleigh, Nakagami-m and the Generalized-K fading environments.

4) We presented the Taylor Series approach as a general technique to evaluate the performance of wireless system network over any fading channel. The Taylor series approach is an attractive because it simply requires the nth moment and nth derivative for any arbitrary fading environment.

7.3 Suggestions for Future Work

A frequency domain approach may also be used to evaluate the secrecy outage probability. Such approach requires knowledge of either the moment generating function (MGF) or characteristic function (CH) of the fading distributions. Contrary to the direct integration method that can be cumbersome, the frequency domain approach is somewhat more flexible and efficient, especially, in cases where the direct integration method may involve multi-fold integration, and thus may be difficult to evaluate. Since the computation of an L-fold integral is tedious; a Laplace Transform (LT) approach may provide an alternative way to evaluate the secrecy outage probability in situations where the direct integration method may seem impractical. A unified communications-theoretic framework for evaluating the secrecy capacity and secrecy outage capacity based on Parseval’s theorem was recently proposed in [74]. Following this approach, a Laplace Transform-based method can be used to numerically evaluate the outage secrecy capacity with considerable numerical accuracy. Such analysis can be extended to other fading distributions such as Rice, Weibull and, more general, the Meijer’s G-fading channels.
APPENDIX A

A.1 The Fox’s H-function [42]

The H-function was first introduced by Fox [42] as a generalization function of many of the special functions of mathematics and physics, including the Meijer’s G-function, the hypergeometric function, etc. The Fox’s H function is defined as follows:

\[
H_{p, q}^{m, n} \left( z \left| \begin{array}{c}
(a_1, \omega_1), \ldots, (a_p, \omega_p) \\
(b_1, \beta_1), \ldots, (b_q, \beta_q)
\end{array} \right. \right)
\]

\[
= \frac{1}{2\pi i} \oint \prod_{j=m+1}^{m} \frac{\Gamma(b_j - \beta_j s) \Gamma(1-a_j + \omega_j s) \Gamma(1-a_j - \omega_j s)}{\Gamma(1-b_j + \beta_j s) \Gamma(1+a_j - \omega_j s)} z^s ds
\]

(A.1)

where \(0 \leq m \leq q, \ 0 \leq n \leq q; \ \omega_j > 0, \text{ for } j = 1, 2, \ldots, p; \ \beta_j > 0, \text{ for } j = 1, 2, \ldots, q.\)

A.2 Meijer’s G-function [48] - [69]

The Meijer’s G-function is a special case of the Fox-H function that results by substituting \(w_p = \beta_q = 1,\) in (A.1). The Meijer G function is defined by the integral:

\[
G_{p, q}^{m, n} \left( z \left| \begin{array}{c}
(a_1), \ldots, (a_p) \\
(b_1, \ldots, b_q)
\end{array} \right. \right) = G_{p, q}^{m, n} \left( z \left| \begin{array}{c}
a_p \\
b_q
\end{array} \right. \right)
\]

\[
= \frac{1}{2\pi i} \oint \prod_{j=m+1}^{m} \frac{\Gamma(b_j - s) \Gamma(1-a_j + s) \Gamma(1-a_j - s) \Gamma(a_j - s)}{\Gamma(1-b_j + s) \Gamma(1+a_j + s)} z^{\xi} ds
\]

(A.2)
APPENDIX B

B. 1 Derivation of (4.8) and (4.9)

\[ f_Y(y) = \frac{2\pi^{\frac{\beta+1}{2}} \gamma^{-\frac{1}{2}}}{\Gamma(m)\Gamma(k)} \, K_\omega(2\sqrt{\Xi y}) \; ; \; y \geq 0 \] (B.1)

From [46, eq. (8.4. 23.1)], we can express the modified Bessel function in terms of the Meijer’s G function as:

\[ K_{k-m}(2\sqrt{\Xi y}) = \frac{1}{2} G_{2,0}^{2,0} \left( \Xi y \left| \frac{\omega}{2}, -\frac{\omega}{2} \right. \right) \] (B.2)

Now using [45, eq. (9.31.5)], we have:

\[ f_Y(y) = \frac{2\pi^{\frac{\beta+1}{2}} \gamma^{-\frac{1}{2}}}{\Gamma(m)\Gamma(k)} \, y^{-\frac{\beta+1}{2}} G_{2,0}^{2,0} \left( \Xi y \left| \frac{\omega}{2}, -\frac{\omega}{2} \right. \right) \]

\[ = \frac{\pi^{\frac{\beta+1}{2}} \gamma^{-\frac{1}{2}}}{\Gamma(m)\Gamma(k)} \, G_{2,0}^{2,0} \left( \Xi y \left| \frac{\omega}{2}, -\frac{\omega}{2} \right. \right) \] (B.3)

The corresponding CDF follows by integrating the pdf as

\[ F_Y(y) = \frac{\pi^{\frac{\beta+1}{2}}}{\Gamma(m)\Gamma(k)} \int_0^y t^{-\frac{\beta+1}{2}-1} G_{2,0}^{2,0} \left( \Xi t \left| \frac{\omega}{2}, -\frac{\omega}{2} \right. \right) dt \] (B.4)

Using the definition of Meijer’s function (A.2), we obtain:

\[ F_Y(y) = \frac{\pi^{\frac{\beta+1}{2}}}{\Gamma(m)\Gamma(k)} \int_0^1 \frac{1}{2\pi i} \frac{1}{\phi} \Gamma \left( s + \frac{\omega}{2} \right) \Gamma \left( s - \frac{\omega}{2} \right) (\Xi y^{-s})^{-1} ds \] (B.5)

\[ = \frac{\pi^{\frac{\beta+1}{2}}}{\Gamma(m)\Gamma(k)} \frac{1}{2\pi i} \frac{1}{\phi} \Gamma \left( s + \frac{\omega}{2} \right) \Gamma \left( s - \frac{\omega}{2} \right) \Xi^{-s} \int_0^y \left( \frac{\beta+1}{2} - s \right)^{-1} dt ds \]
\[
\begin{align*}
&= \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi \left( s + \frac{\omega}{2} \right) \left( s - \frac{\omega}{2} \right) \Xi^{-s} \left( \frac{\beta+1}{\rho+1} \right)^{\gamma} ds \\
&= \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi \left( s + \frac{\omega}{2} \right) \left( s - \frac{\omega}{2} \right) (\Xi)^{-s} \frac{\beta+1}{\rho+1} ds \\
&= \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi \left( s + \frac{\omega}{2} \right) \left( s - \frac{\omega}{2} \right) (\Xi)^{-s} \frac{1}{\rho+1} ds \\
\end{align*}
\]

(B.6)

Let \( \frac{1}{q-s} = \frac{\Gamma(q-s)}{(q-s)\Gamma(q-s)} = \frac{\Gamma(q-s)}{\Gamma(q-s+1)} \),

we have \( \frac{1}{\rho+1} = \frac{\Gamma(q-s)}{(q-s)\Gamma(q-s)} \).

Consequently, the CDF becomes

\[
F_{\gamma}(\gamma) = \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi_{\text{c}} \frac{\Gamma(s+\omega/2)\Gamma(s-\omega/2)}{\Gamma(\beta+1/2)} (\Xi\gamma)^{-s} ds \\
= \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi_{\text{c}} \frac{\Gamma(s+\omega/2)\Gamma(s-\omega/2)}{\Gamma(\beta+1/2)} (\Xi\gamma)^{-s} ds \\
= \frac{\beta+1}{\pi} \frac{1}{2\pi i} \phi_{\text{c}} \frac{\Gamma(s+\omega/2)\Gamma(s-\omega/2)}{\Gamma(\beta+1/2)} (\Xi\gamma)^{-s} ds
\]

(B.7)
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